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# General Information

## Scope

undefined has mandated us to perform security tests on the following scope:

## Organisation

The testing activities were performed between 05/17/2021 and 05/17/2021.

# Executive Summary

# Vulnerabilities summary

Following vulnerabilities have been discovered:

|  |  |  |  |
| --- | --- | --- | --- |
| **Risk** | **ID** | **Vulnerability** | **Affected Scope** |
| Medium | VULN-004 | Buffer Overflow StreamRipper32 |  |
| Medium | VULN-003 | Buffer Overflow Frigate 2 |  |
| Medium | VULN-002 | Buffer Overflow Frigate |  |

# Technical Details

## Buffer Overflow StreamRipper32

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| CVSS Severity | Medium | | CVSSv3 Score | | 5.9 |
| **CVSSv3 criterias** | Attack Vector : | **Physical** | Scope : | **Unchanged** | |
| Attack Complexity : | **Low** | Confidentiality : | **None** | |
| Required Privileges : | **None** | Integrity : | **High** | |
| User Interaction : | **Required** | Availability : | **High** | |
| **Affected scope** |  | | | | |
| **Description** | Buffer overflow is an anomaly that occurs when software writing data to a buffer overflows the buffer’s capacity, resulting in adjacent memory locations being overwritten. In other words, too much information is being passed into a container that does not have enough space, and that information ends up replacing data in adjacent containers.  Buffer overflows can be exploited by attackers with a goal of modifying a computer’s memory in order to undermine or take control of program execution. | | | | |
| **Observation** | Install StreamRipper32 on Windows 7 VM  image  image  Extract the Zip file to get the application executable and a python file:  image  Because this is a fresh install of windows 7 and because official support for windows 7 ended a while ago, we had to install python 2.7.17 and Chrome to download the files and to execute the py file.  After executing the python file, we get a new exploit.exe file which has the required payload for the exploit:  image  Copy Paste the payload onto the Station/Song matching, Add:  image  And the Application crashes  image | | | | |
| **Test details** | | | | | |
| **Remediation** | Why the Application crashes:  So when the input in that text field exceeds 256 characters, Buffer Overflow happens and that  causes the application to crash, because it is not being handled properly.  This vulnerability can be easily fixed by limiting the number of characters that specific field  takes or just taking the first 256 characters from that field. | | | | |
| **References** |  | | | | |

## Buffer Overflow Frigate 2

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| CVSS Severity | Medium | | CVSSv3 Score | | 5.7 |
| **CVSSv3 criterias** | Attack Vector : | **Physical** | Scope : | **Unchanged** | |
| Attack Complexity : | **Low** | Confidentiality : | **Low** | |
| Required Privileges : | **High** | Integrity : | **High** | |
| User Interaction : | **Required** | Availability : | **High** | |
| **Affected scope** |  | | | | |
| **Description** | Buffer overflow is an anomaly that occurs when software writing data to a buffer overflows the buffer’s capacity, resulting in adjacent memory locations being overwritten. In other words, too much information is being passed into a container that does not have enough space, and that information ends up replacing data in adjacent containers.  Buffer overflows can be exploited by attackers with a goal of modifying a computer’s memory in order to undermine or take control of program execution. | | | | |
| **Observation** | Copy the payload and open the frigate software with admin privileges, Go to disks and select find computer and paste the payload in it.  The CMD that opens after crashing the application opens with elevated privileges  Type diskpart and erase hdd | | | | |
| **Test details** | | | | | |
| **Remediation** |  | | | | |
| **References** |  | | | | |

## Buffer Overflow Frigate

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| CVSS Severity | Medium | | CVSSv3 Score | | 4.6 |
| **CVSSv3 criterias** | Attack Vector : | **Physical** | Scope : | **Unchanged** | |
| Attack Complexity : | **High** | Confidentiality : | **None** | |
| Required Privileges : | **None** | Integrity : | **Low** | |
| User Interaction : | **Required** | Availability : | **High** | |
| **Affected scope** |  | | | | |
| **Description** | Buffer overflow is an anomaly that occurs when software writing data to a buffer overflows the buffer’s capacity, resulting in adjacent memory locations being overwritten. In other words, too much information is being passed into a container that does not have enough space, and that information ends up replacing data in adjacent containers.  Buffer overflows can be exploited by attackers with a goal of modifying a computer’s memory in order to undermine or take control of program execution. | | | | |
| **Observation** | Install Frigate3 on Windows 7 VM:  image  Execute the exploit2.py to generate the payload\_cmd.txt file:  image  Copy the payload and open the frigate software, Go to disks and select find computer and paste the payload in it.  image  image  Do the same process as we did for exploit\_cmd with calc exploit, but this time, after the application crashes it opens calculator. | | | | |
| **Test details** | | | | | |
| **Remediation** |  | | | | |
| **References** |  | | | | |

## ASLR and DEP

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| CVSS Severity | None | | CVSSv3 Score | | 0 |
| **CVSSv3 criterias** | Attack Vector : |  | Scope : |  | |
| Attack Complexity : |  | Confidentiality : |  | |
| Required Privileges : |  | Integrity : |  | |
| User Interaction : |  | Availability : |  | |
| **Affected scope** |  | | | | |
| **Description** |  | | | | |
| **Observation** | Download and install visual studio (recent edition)  Write a C++ code of your own to build an executable and run the same.  Download process explorer and verify the DEP & ASLR status  Disable software DEP, ASLR and SEH in the visual studio and rebuild the  same executable  Project > properties > configuration properties > linker  By Default, in project properties, DEP and ASLR properties are enabled  and even upon disabling them, DEP is still in affect | | | | |
| **Test details** | | | | | |
| **Remediation** |  | | | | |
| **References** |  | | | | |